
Secure Settings

Keep your mission critical devices secure
Secure settings brings secure and simple management for offline mobile devices. Give your administrators 
the power to enforce device management and security policies, and grant operators the ability to 
access their mission-critical settings and applications. Provide your operators with the tools they need to 
complete their mission while ensuring that devices are still fully secured and managed. 

* Enforce security and management policies locally on devices while granting flexibility to operators. 

* Configure devices by uploading policy files to deliver specific policies for individual users. 

* Secure Settings fully supports tactical configurations for devices in the field. 

Frictionless set-up
Make your devices meet compliance 
requirements quickly with “One-click STIG.”

Customizable device policy
Enable users to toggle between different policies 
quickly using custom policy groups.

Secure deployed and user devices with agility

Key Functions
Fast file creation and import
Easily provision devices quickly using Samsung’s 
policy creation tool – import directly using  
our application.

Flexible deployment
Secure settings supports standalone and 
complementary device management  
system architectures.



Use Cases
Government Enterprise User

* Securely administer granular device security policies 
to mobile devices used for critical communications.

Tactical Operators

* Accommodate mission user needs while meeting 
Government security standards.
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Benefits
Advanced management settings

Use advanced management features 
to meet U.S. Government and tactical 
mission requirements, and remain flexible in 
disconnected environments.

Support multiple users

Create multiple profiles with granular 
permissions and roles for greater flexibility.

Administrator security policy

Administrators set device security policies and 
delegate policy subsets to suit specific end  
user roles.




